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1 Introduction 

By establishing a delivery platform, the Swiss Financial Market Supervisory 

Authority FINMA has met the statutory requirement which specifies that it 

must be possible to provide information electronically to a federal agency in 

accordance with the Ordinance on Electronic Transmission for Administra-

tive Proceedings (VeÜ-VwV; SR 172.021.2)
1
. A delivery platform

2
 is an in-

formation and communication technology system which guarantees the con-

fidentiality and integrity of messages. However, the delivery platform can be 

used not only for communication between agencies, but also for everyday 

information exchange (e.g. the submission of audit reports, other supervisory 

information or confidential data). All information is encrypted. Once the in-

formation has been transmitted, the sender receives an official digital con-

firmation of receipt. The delivery platform has three components: front end, 

transport and internal processing.  

The purpose of the delivery platform is to reduce delivery times and boost 

the efficiency of information exchange with supervised institutions. These 

guidelines describe how the platform works.  

  

                                                      
1 https://www.admin.ch/opc/de/classified-compilation/20100598/index.html. 
2 https://www.isb.admin.ch/isb/de/home/themen/sicherheit/fachinformationen/elektronische-

zustellplattformen.html.  

 

https://www.admin.ch/opc/de/classified-compilation/20100598/index.html
https://www.isb.admin.ch/isb/de/home/themen/sicherheit/fachinformationen/elektronische-zustellplattformen.html
https://www.isb.admin.ch/isb/de/home/themen/sicherheit/fachinformationen/elektronische-zustellplattformen.html


 
 

  

Guidelines 
 

Reference: 

b1004961-0000565 
2 Using the system 

The delivery platform is available on FINMA’s website (www.finma.ch). Se-

lect "Contact" and "Electronic legal communication" to access the delivery 

platform. 

Delivery platform homepage 
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You can choose one of two input options: 

Input without SuisseID
3
 identification 

This input option does not require the use of a SuisseID. The delivery plat-

form's user interface guides you through the input process. Once you have 

entered your sender and contact information, you can leave a message for 

FINMA. You can then upload documents and files and send them to FINMA. 

Documents can also be signed with a qualified electronic signature. A signa-

ture must be appended if the document being transmitted to FINMA requires 

a signature. The rule of thumb is that documents which would have to be 

signed if sent by post must have a qualified electronic signature if submitted 

via the delivery platform (see "Qualified electronic signature" in the FAQs). 

The following points should be noted when uploading documents using sin-

gle file upload or the drag-and-drop function: 

 The maximum size of the upload is 1 GB. 

 The maximum size of any single file is 100 MB.   

You have an opportunity to check the information and documents before 

clicking on "send" to transmit the package to FINMA. The confirmation of re-

ceipt is available for download after transmission. FINMA recommends that 

you rename the receipt and save it to your desktop. The receipt is proof that 

you transmitted the package and provides a unique reference number. You 

can see a sample receipt in the appendix.  

Input with SuisseID identification 

This input method requires that you have a SuisseID for identification pur-

poses. In the input process, you must firstly identify yourself by entering your 

SuisseID. Identifying information about you is then retrieved from the issuer 

of the SuisseID. Once this has been confirmed you are returned to the deliv-

ery platform. You can now go ahead with entering your input. The input 

screens which follow are the same as those for data entry without SuisseID 

identification. Once again, the following points should be noted when upload-

ing documents using single file upload or the drag-and-drop function: 

 The maximum size of the upload is 1 GB. 

 The maximum size of any single file is 100 MB.  

You have an opportunity to check the information and documents before 

clicking on "send" to transmit the package to FINMA. The confirmation of  

                                                      
3 SuisseID: Swiss standard for secure identification in electronic business processes and digital 

signature. 
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receipt is available for download after transmission. FINMA recommends 

that you rename the receipt and save it to your desktop. The receipt is proof 

that you transmitted the package and provides a unique reference number. 

Input using SuisseID identification is necessary if the proceedings require a 

unique, legally valid proof of identity.  

Important notes 

Within the delivery platform you are prompted to enter information at various 

points. This information helps FINMA to understand the message and for-

ward it to the correct address within FINMA. When entering information, 

please note the following requirements: 

Subject/reference: The subject line provides important information about the 

contents and purpose of the message (like the subject line of an email). The 

more precise the subject line, the easier it is to classify and process the 

input. If you already have a case number, you should always include it.  

Message: This should be understood as a cover letter. Here you can inform 

FINMA about the purpose of the delivery, reference relevant documents or 

communicate your concerns.  
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Attaching files: Before sending your message, you can also upload docu-

ments (e.g. audit reports or applications for authorisation). The following 

requirements should be noted when using single file upload or the drag-and-

drop function: 

 Use short, meaningful names which describe the contents of the files. 

 Do not use special characters.  

 Do not send password-protected files (all files are encrypted in any 

case).  

 Use machine-readable PDF formats (OCR PDF) whenever possible.  

 Use a ZIP file if you want to send FINMA a complete directory structure 

or if FINMA requires the original saving date and time of the files.  

 Not all file formats are supported. Files using formats which are not sup-

ported will be rejected; the sender will be unable to upload them. The 

appendix contains a list of the approved file formats.  

Once the package has been sent, the files are checked for viruses and mal-

ware. Infected files will not be delivered to FINMA. The system informs 

FINMA that infected files have been detected. This enables FINMA to inform 

the sender that some files have not been received. At the same time, the de-

livery platform is effectively protected against targeted attacks.  
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3 Support 

If you have any questions or encounter problems when entering your input, 

please contact Support. The contact address for Support can be found in the 

right-hand navigation bar under Links  help.zustellplattform@finma.ch. 

Please provide the following information when submitting questions to 

Support:  

 description of the error (provide a screenshot if possible); 

 date and time of attempted transmission;  

 receipt (if available); 

 contact information (e.g. preferred contact method).  

Support will then contact you as soon as possible to answer your question 

and/or fix the error(s). Support is available on weekdays from 08:00 to 17:00.  

If you have any non-technical questions, please do not hesitate to contact 

digital@finma.ch. We will try to answer your questions as soon as possible.  

  

mailto:help.zustellplattform@finma.ch?Subject=Help_Zustellplattform
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4 FAQs 

Question: What can FINMA’s delivery platform be used for?  

Answer: The delivery platform can be used for correspondence with FINMA. 

The platform is intended specifically for the secure and efficient transmission 

of data and documents. The delivery platform makes it possible to submit 

documents with a qualified electronic signature. Please be aware that docu-

ments with a qualified electronic signature will be only accepted when they 

are transmitted via delivery platform. The table below shows the ways in 

which information is currently exchanged with FINMA and the facilities pro-

vided by the delivery platform:  

Example Without the delivery platform With the delivery platform 

Sending audit reports 

to FINMA 

Audit reports are signed by hand 

and sent to FINMA by post.  

 

 

Audit reports can be sent with a 

qualified electronic signature via the 

delivery platform. The delivery  

process is quicker.  

Delivery of  

confidential files  

The files are copied to a CD or 

encrypted USB memory stick and 

sent to FINMA by post.  

 

Files with a maximum size of 100 

MB can be delivered securely to 

FINMA via the delivery platform. The 

files can be forwarded/processed 

immediately.  

Application or  

request for changes  

in authorisation   

Applications or requests for 

changes in authorisation are 

signed by hand and sent incl. all 

mandatory annexes to FINMA by 

post.  

 

 

 

Applications or requests for changes 

in authorisation can be sent incl. all 

mandatory annexes with a qualified 

electronic signature via the delivery 

platform. The delivery process is 

quicker. 

 

Question: How can the user tell if the delivery has been successful? 

Answer: FINMA's delivery platform is officially recognised as a platform by 

the federal authorities. If it is possible to download and save the receipt, you 

can be assured that the transmission was successful. The package is then 

encrypted and forwarded to FINMA.  

Question: When should you use the "Input with SuisseID identification" option? 
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Answer: If FINMA requires proof of identity in the context of proceedings, 

this can only be provided by selecting the "Input with SuisseID identification" 

option. In this case, the delivery platform checks whether the sender is in 

fact also the person providing the input.  

Question: What is a qualified electronic signature? 

Answer: Many business documents are produced in hardcopy format be-

cause legally they require one or more signatures. A qualified electronic sig-

nature can be used to sign documents with the same legal validity. A signa-

ture of this kind is similar to a seal in so far as it guarantees both the integrity 

of the document (i.e. the contents of the document cannot be altered) and 

the identity of the sender. In Switzerland, only SuisseID meets this require-

ment. A signature using SuisseID therefore meets Switzerland's highest 

legal standard. It is regulated in the Federal Act on Certification Services 

relating to Electronic Signatures (ZertES) and is deemed to be equivalent to 

a handwritten signature under the Swiss Code of Obligations. See also 

"Qualified electronic signature" in the FAQs.  

Question: What should I do if I experience an error?  

Answer: FINMA provides a support function which helps and supports 

users. See Section 3 of this document for further details.  

Question: Why are file formats rejected even though they are listed as 

approved? Or why does an HTTPS error occur?  

Answer: It may be that internal technical standards prevent certain file for-

mats from leaving your company's network. In particular, certain companies 

have an HTTPS Traffic Inspection in place which blocks the URL of the 

delivery platform. Contact your company's IT department and find out 

whether the delivery platform needs to be unlocked or put on a whitelist be-

fore it can be used.  
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5 Appendix 

List of approved file formats:  

File type Description 

.doc MS Word up to 2007 

.docx MS Word from 2007 onwards 

.xls MS Excel up to 2007 

.xlsx MS Excel from 2007 onwards 

.ppt MS PowerPoint up to 2007 

.pptx MS PowerPoint from 2007 onwards 

.vsd MS Visio up to 2013 

.vsdx MS Visio from 2013 onwards 

.avi Video format (includes XVID) 

.mpg Video format  

.mp4 Video-/Audio format 

.wav Audio format 

.mp3 Audio format 

.wma Audio format  

.tif Image format 

.tiff Image format 

.png Image format 

.jpg Image format 

.jpeg Image format 

.gif Image format 

.zip Compressed format 

.rar Compressed format 

.pdf Adobe PDF Format 

.csv Text (comma-separated values) file format 

.rtf Rich Text Format 

.txt Text, plain text file format 

.msg MS Outlook file 
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.db Database format 

.mdb Database format 

.rdl Database format 
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Sample of a receipt:  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Note: The code is the unique reference number of the receipt and can be 

used to trace the package. 

 


